
FRAUD WARNING

Irongate makes every attempt to keep your transaction and personal 
information safe during the course of your transaction. 

 But in this electronic age, criminal activity comes in new forms 
utilizing ever changing methods and thus great care is necessary. 

 
You may receive phishing emails seeking information from you or 

spoofed emails pretending to be a party to the transaction asking for 
information or providing false wiring instructions.  We suggest you be 
extremely cautious when providing funds or personal information to 

anyone during this sensitive time period. 

 Please be certain you are communicating with an authentic party
 to the transaction.

Please do not follow any wiring instructions without verifying the 
authenticity of the wiring request by at least one other independent 

means (such as calling the provider of the email request from a 
number obtained from a reliable source other than the person 
requesting the wire) before initiating any transfer of funds.  

You should never rely exclusively on an email, fax 
or text communication.  

Never accept “corrected” or “new” wiring instructions as it is
 extremely rare for wiring instructions to change and any such 

changes should be viewed with a great deal of skepticism. 
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